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1. OPTAHMU3AIIUA CAMOCTOSTEJBbHOM PABOTBI

1.1. Opranu3aiuoHHO-METOJUYECKUE JaHHBIC TUCIUILTAHBI
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2. METOOAUWYECKHME PEKOMEHJALIUH 11O
CAMOCTOATEJBHOMY U3YYEHHIO BOITPOCOB

2.1 Onpenesienne NOHATUS «HHPOPMIHSA, €€ CylIeCTBEHHbIE MPU3HAKH.
Onpenenenve MoHATHS MHGOpMalus, €€ CyIIeCTBEHHbIe NMpu3HakKu. (OCHOBHBIE BU/IbI
nHpopmanuu.

2.2 CucteMHBIH TOAX0 K NMOCTPOEHHIO cHCTeM ofecrniedeHusi WHGOPMANMOHHOI
0e30MacHOCTH.

CucremMHBIM TOAXOJ K TIOCTPOGHHIO CHUCTeM olecriedeHus WH(POPMAITMOHHOMN
6e3onacHoctu. Cocrapmsitonue monenu Mb: ocHoBw, HampaBieHus, dtambl. CBoOIHAS
MaTpulia 3a/1a4 peanuszanuu mojaenu 1b.

VYrpo3el, ux Kiaccu@uUKanusa: OObBEKTHUBHBIE (€CTECTBEHHbIE) U CYOBEKTHBHbBIE
(HempeaHaMepEeHHbBIE U TIPeJHAMEPEHHbIE).

2.3 CTpyKTYypa OPraHoB rocyapcrBeHHoii Bjaactu P@.

HNudopmanmoHHOE MpaBo: MpeaAMET U METO bl OTPACIIH.

HopmaTtuBHO-TIpaBoBOE obOecmeueHne 3amuThl WHOOpPMAIMU: 3aKOHBI, (enepanbHbIe U
JIOKaJTbHbIC HOPMATHBHBIE AKTHI.

2.4 Posib cTaHaapTU3AIMM B PeryJMpoBaHuM B o0JiacTu obecneuyenusi Ub.
Cepus crannaptoB ISO/IEC (MCO/M3K) 27000.
Crannmapter UT: ITIL, ISO/IEC 20000. Ouenka 6e3omacHoctu: ctanaaptel ISO/IEC

15408, CobIT
[TonuTtuka P® B 061acTu TMLIEH3UPOBAHUS U TEXHUYECKOTIO PErYJIMPOBAHUS

2.5 CpaBHenue mojaesu creka nporokojioB TCP/IP ¢ mogeanio OSI.

O6mme monsatus. Ilporokon. Crexk mnpoTokosioB. IIpoTokonbl  B3aMMOJEHCTBHS
MPUJIOKEHUH U TPOTOKOJIBI TPAHCIIOPTHOM TIOJICHCTEMBI.

Crek nporokosnoB TCP/IP

CereBast mojenb OSI

2.6 ®aaru TCP-nakera.
TpexcrynenuaTas npoueaypa yCTaHOBIEHUs COeJUHEHuUs B mpoTokoie TCP
ITpouenypst paspeiBa TCP-coenuHeHus

2.7 TIpo0JieMbl M 3a1a4M, pa3peniaeMble KPUNTOIPapUUECKUMH METOJAMH.
OCHOBHBIE aNTOPUTMBI IU(PPOBAHMS, MCIOJb3yeMble JUId 3aIlIUThl MHPOpPMALUU B
KOMITBIOTEPHBIX CETSX.




2.8 DES u ero moaugukanum.

Buner atak: Araka Bunepa Ha RSA, ataku Ha RSA OCHOBaHHBIC Ha pEIIETKAaX, aTaka
Xocrana, araka @paHkiauHa-Peiitepa, wacTuuHoe packpbiTe Kitoda. CTONKOCTb
aKTyalIbHBIX alroOpuTMOB mudpoBanus. Jlokazyemas CTOWKOCTh CO CIIy9allHBIM
opakyiom. Jlokazyemasi CTOMKOCTh 0€3 CIIydaifHOTO opakyia

2.9 OcHoBHbIe MpoToKoJbI IPSec.

[Ipo3paunocts IPSec i1 KOHEUYHBIX IOJIB30BaTENIEd W MPWIOKEHMH. 3alura ot
W3MEHEHUs JaHHBIX. [1yOoKas 3amuTa MPOTOKOJOB U IMPUJIOKEHUN BEPXHETO YpPOBHSI.
Ocuosubie mpotokoisl IPSec: Authentication Header (AH) u Encapsulating Security
Payload (ESP). Ypogsens peanusaruu IPSec

2.10 Cxema peanu3amuu cucrem dezonacHoctu B OC Windows Server.
Hactpoiika mmdposanus B Windows Server.
HaBbik mmgpoBanus B8 Windows Server.

2.11 Berpoennsie cpeacrBa 6e3onacHoctu NTFS.

Buner pasrpanumuenust gocryna. KomOuHamusi mpaB JocTyma K ceTeBbIM (hailIOBBIM
pecypcam u noctymna k oosekram NTFS.

Opranuzanuys ceTeBoro JI0CTyna K nankam. Bujsl pasrpanndenus nocryna. KomOuHamms
IpaB JI0CTyMa K ceTeBbIM (haiijIoBBIM pecypcaM U aocTyna K oosekram NTFS

2.12 Knaccudukanusi HapymuTeseil B 3aBUCHMOCTH OT 11eJIeif 1 MOTHBOB aTaK.
Knaccudukanus HapymmTeneld B 3aBUCUMOCTH OT 11eJiel 1 MOTUBOB aTak

2.13 YTUIUTHI yIaJ€HHOT0 a/IMUHUCTPUPOBAHMS .
YTHIUTBI YIaJICHHOTO aIMHUHUCTPUPOBAHUS (KOHCOIBHBIH JOCTYI): TEKCTOBAs U
rpadguveckas KOHCOIH

2.14 Ysazpumoctu OC npu HATMYHUY HEOTPAHUYEHHOT0 (PU3NYECKOT0 JOCTyNa K
anmnapartHoi miardgopme.

VYazsumoctu OC npu HaJIMYUM HEOTPAHUYEHHOTO (PU3UYECKOTO AOCTYINa K anmapaTHOM
maThopme

3. METOIUYECKHUE PEKOMEHJIALIUN
IO IOAT'OTOBKE K 3AHATUAM

3.1 OcHOBHbBIE MOHSITHUSI U ONpeaeseHnsl. 3AaKOHOAaTeIbHbIE H TPABOBbI€ OCHOBBI
3alUThl KOMNbIOTEPHOH MHPOPMaIIUK U HHGOPMAIMOHHBIX TEXHOJIOT Wit
[Ipu moaroToBKE K 3aHATHIO HEOOXOJMMO 0OpaTUTh BHUMAaHUE Ha CIEAYIOIINE

0COOEHHOCTH.

3aKoHO/MATEIbHBIE M IPABOBBIC OCHOBBI 3aIMTHl KOMIIBIOTEpPHOW WHMOpPMAIUU |
MH(OPMALIMOHHBIX TEXHOIOTUH

3.2 DHTponusi, TeopeTHYeCKasi W MNPAKTHYECKAsl CTONHKOCTH, BbIYMCJIUTEIbHAS
CTOMKOCTD.

[Ipu moAroTOBKE K 3aHATHIO HEOOXOIUMO 0OpaTHTh BHUMAaHUE Ha CIEAYIOIIHE

0COOEHHOCTH.

OcHOBHBIE TOHATUS W omnpeneneHuss o6nactu 3Hanud Wb (momutuka WD,
ayTeHTU(UKaAIUs, aBTOpu3alusi, ayaur). KOMIOHEHTH ceTeBOi  0e30macHOCTH
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(mexcereBoit skpan, DMZ, NAT, IDS/IPS, mnpokcu-cepsep, DLP, NAC, VPN,
Honeypot).

3.3 Cnenuduxanun Internet-coodmecrna IPsec.

[Ipu moAroTOBKE K 3aHATUIO HEOOXOJMMO OOpaTUTh BHUMAHKE Ha CIIEIYIOINE

0COOEHHOCTH.

Apxutektypa cpenctB Oe3zonacHoctu [P-ypoBHsa. KontekcTthl 0Oe3omacHocTH U
ynpaBjaeHue KiaoyaMu. [IpoTOKOJIbHbIE KOHTEKCThl M MOJIUTUKA OE€30IacHOCTH.
Obecnieuenne ayreHTHuHOCTH [P-makeroB. OOecnedeHne KOH(UACHIMAIBHOCTH
CEeTeBOTO Tpaduka

3.4 ®enepanbublii crangapt CIHIA FIPS 140-2 "TpebooBanusi 6€30MacHOCTH 1Jist
KpunrorpaguuecKux MoayJaeu.

[Ipu moaroTOBKE K 3aHATHIO HEOOXOJMMO 0OpAaTUTh BHUMAHME HA CIIEAYIOLINE

0COOEHHOCTH.

OcHoBHble ToHATHS U uaen crapgapta FIPS 140-2. TpeGoBanust OGe3omacHOCTH.
Crienn¢ukanus, nopTsl ¥ UHTEP(HENCHI, pOJIK, CEPBUCH] U ayTeHTUPUKaus. TpeboBaHUs
O0e3omacHOCTH. Mojenb B BHJIE€ KOHEYHOTO aBTOMara, (usnueckas O€30MacCHOCTD.
TpeGoBanust ~ 6Ge30MacHOCTH. OKCIUTyaTallHOHHOE  OKpPYXKEHHE, yIIpaBJIEHUE
KPUNTOTpapHIECKIMH KITFOYaMU

3.5 BzanmoaeiicTBe KOMIILIOTEPOB B CeTH

[Tpu moroTOBKE K 3aHATHIO HEOOXOMMO OOpaTHTh BHUMAHHE Ha CIIETYIOIINE

0COOEHHOCTH.

TpeboBanust ~ Oe3omacHocTH.  CamMoOTecTHpOBaHHWE,  JIOBEpHE  MPOCKTHPOBAHUIO,
CIEp)KUBAHKE MTPOYHX aTaK, APYrue pEeKOMEH AN

3.6 RFC 4291 — ApxurtekTypa 1ecToii BepCHH MPOTOK0JIa MeKCEeTEeBOro ooMeHa B
Internet (IPv6-aapecamusi)

[Tpu moAroTOBKE K 3aHATUIO HEOOXOMMO OOpaTHTh BHUMAaHHE Ha CIICTYIOIHE

0COOEHHOCTH.

O6mme mousatus. Ilporokon. Crexk mnpoTokosioB. IIpoTokonbl B3amMMOJEHCTBHS
MIPUJIOKEHUN U TPOTOKOJIBI TPAHCIOPTHON MOJICUCTEMBI.

3.7 OcHoBHbIe aJropuT™Mbl mMHU(POBAHHUS, MCHOJb3yeMble JUIS 3alIUTHI
HH(OPMAIIUH B KOMIIIOTEPHBIX CETAX

[Ipu moaroToBKE K 3aHATHIO HEOOXOIMMO 0OpATUTh BHUMAHUE HA CJIETYIOLIUE

0COOEHHOCTH.

I'pynnoBeie IPv6-agpeca. IlpeaBaputenbHO Ha3HaueHHble rpymnmnoBsie [Pv6-anpeca.
IPv6-anpeca, kotopeie IP-y3en nomxken pacno3HaBatb. Bompockl 6e30macHOCTH

3.8 TecTnl Ha mpocTOTy M (pakTopuzanusa. HagexkHoCTh KpUNTOCUCTEM. DJIeMEHThI
KPHUINITOAHAJIM3A

HpI/I IIOATOTOBKE K 3aHATHUIO H606XO,Z[I/IMO O6paTI/ITI> BHUMAaHHC HaA CJICAYIOUIUC

0COOEHHOCTH.

OcHOBHBIE aNTOPUTMBI MU(POBAHMS, HUCTHOIb3yeMble JUIS 3allUThl WHGOPMAIUU B
KOMITBIOTEPHBIX CETSX.

3.9 Bo3mosknocTu nporokoJia IPSec

[Ipu moAroTOBKE K 3aHATHIO HEOOXOIMMO 0OpATUTh BHUMAHUE HA CIIETYIOLIUE

0COOEHHOCTH.



Buner atak: Araka Bunepa Ha RSA, ataku Ha RSA OCHOBaHHBIC Ha pEIIETKAaX, aTaka
Xocrana, araka @paHkiauHa-Peiitepa, wacTuuHoe packpbiTHe Kitoda. CTONKOCTb
aKTyallbHBIX alropuTMoB mudpoBanus. Jlokazyemas CTOWKOCTh CO CIIy9allHBIM
opakynoM. Jlokazyemasi CTOMKOCTh 6€3 clydaifHOro opakymia

3.10 Peanu3anus IPSec komnanueii Microsoft B Windows Server

[Tpu MOATrOTOBKE K 3aHATHIO HEOOXOIMMO 0OpaTHTh BHUMAHUE Ha CIEAYIOIIHEC

0COOEHHOCTH.

[Ipo3paunocts IPSec s KOHEUYHBIX IMOJB30BaTENIed W MPWIOKEHUH. 3amura OT
M3MEHEHHUs JaHHbIX. [J1y0oKas 3amiuTa NpoTOKOJIOB U MPUIIOKEHUI BEPXHETO YPOBHS
DuU3MYECKOE pacloioKEHUe Konui peectpa. PezepBHas komnusi.

YTwutel paboTel ¢ peectpomM Windows.

3.11 Onepauuu UMIOPTA-IKCIOPTA BeTBel peecTpa.

[Ipu moAroToBKE K 3aHATHIO HEOOXOJMMO 0OpaTUTh BHUMAHHE Ha CIIEIYIOLINE

0COOEHHOCTH.

Konconws nactpoiiku [PSec, ee untepdeiic. CiocoOsl 6e30macHoO# nepeaaund AaHHBIX B
IPSec.
3.12 Mexanu3mbl KoHTpoass Ha mnpumepe IDS wu IPS-cucrem. Cucrema
skypHasupoBanuss B OC Windows. Omnpeaenenune mnoHsaTHs. Tunsl 00beKTOB
KYPHATUPOBAHUS.

[Ipu noaroToBKE K 3aHATHIO HEOOXOMMO 0OpaTUTh BHUMAHUE Ha CIEAYIOIINEe

0COOEHHOCTH.

MexaHu3MBbl OTpaHuueHus JocTyna K peectpy Windows
O6bexT GPO. TlocnenoBaTenbHOCTD JEHCTBUS MOMUTHK. Pe3ynbTUpYIOMIas MOJUTHKA.
3.13ba3oBble MOHATHSI: BUPYChI, CETeBbIe YePBHU, KTPOSIHCKHE KOHU», BPEIOHOCHOE
1O (Malware), Adware, CIIAM, ¢puiumnr.

[Ipu moaroToBKE K 3aHATHIO HEOOXOMMO 0OpaTUTh BHUMAHUE Ha CIEAYIOIINE

0COOEHHOCTH.

Kinaccudukanus coowrtuii, )xypHaaupyeMmbix B OC Windows. YTUiIuThel paboThl ¢
cucteMubIiMU KypHaTamMu OC Windows. Ctpykrypa 3anucu o coobitun. O0s3aTenbHbIe
nossi. Hactpoiika aynura coOwitrii uepe3 GPO u okaabHyIO TPYNIOBYIO TOJUTHKY.
TpeboBanus 6ezonacHocTu. CaMOTECTUPOBAHUE, TOBEPHE TPOESKTUPOBAHHUIO,
cep>KMBaHUe MPOUYUX aTakK, JPyrue peKOMeHIaluu

3.14 Cnoco0bl uaeHTH(PUKAIUN TOCTYITHBIX CeTeBBIX cepBUCOB U Bepcuii OC
XOCTOB.

[Ipu moaroToBKE K 3aHATHIO HEOOXOIMMO 0OpaTUTh BHUMAHUE Ha CIEAYIOIINEe

0COOEHHOCTH.

VYcnoBus pacipoCTpaHEHUS BUPYCOB: NIOIYJISIPHOCTD, TOKYMEHTUPOBAHHOCTD, HAJIMYNE
ysazsuMoctert OC. CpencTBa IpOTUBOEHCTBUS BUPYCOB aHTUBUPYCHBIM IIPOIPaMMaM.
O0630p COBPEMEHHOI'0 AHTUBUPYCHOTO MPOIPaMMHOI0 00eCIIeUeHus.

3.15 MexkcereBble 3KpaHbl: KjaaccHPUKALMSA, MeXaHH3M PpadoTbl M CXeMbl
YCTaHOBKH.

TenaeHM BUPYCHBIX YIPO3 U pa3BuTusi anTuBupycHoro IO

Cucrembl 00HapyxeHHUs] W NpPeOTBPAleHUsi BTOpxkeHHi. CxeMbl MOHHMTOPHHIA
uHuuaeHToB b 1 peakunu Ha HUX.

HpI/I IIOATOTOBKE K 3aHATHUIO HGOGXO,Z[I/IMO O6paTI/ITL BHUMAaHHC HA CICAYIOUIUC

0COOEHHOCTH.



OCHOBHBIC ATaITBl M CPEACTBA MorydeHus nHpopmaimu o cetu: Network Reconnaissance,
Mapping the Network, Sweeping the Network, Scanning the Network. Scanning the
Network: ocHOBHBIE HCTOYHUKHM MH(POPMAIMH, MEXaHU3MbI CKAHUPOBAHUSI IOPTOB,

YTI/IHI/ITBI CKaHHpOBaHI/ISI ATaKI/I, OCHOBAQHHBIC HA ySI3BI/IMOCT$IXZ HOJ'Iy‘-IeHI/Ie KOHTpOHSI,
DoS-araku.



